
Proceedings of the 2025 Winter Simulation Conference
E. Azar, A. Djanatliev, A. Harper, C. Kogler, V. Ramamohan, A. Anagnostou, and S. J. E. Taylor, eds.

SIMULATING MISINFORMATION VULNERABILITIES WITH AGENT PERSONAS

David Farr1, Lynnette Hui Xian Ng2, Stephen Prochaska1, Iain J. Cruickshank2, and Jevin West1

1School of Information Science, University of Washington, Seattle, WA, USA
2School of Computer Science, Carnegie Mellon University, Pittsburgh, PA, USA

ABSTRACT

Disinformation campaigns can distort public perception and destabilize institutions. Understanding how
different populations respond to information is crucial for designing effective interventions, yet real-world
experimentation is impractical and ethically challenging. To address this, we develop an agent-based
simulation using Large Language Models (LLMs) to model responses to misinformation. We construct
agent personas spanning five professions and three mental schemas, and evaluate their reactions to news
headlines. Our findings show that LLM-generated agents align closely with ground-truth labels and human
predictions, supporting their use as proxies for studying information responses. We also find that mental
schemas, more than professional background, influence how agents interpret misinformation. This work
provides a validation of LLMs to be used as agents in an agent-based model of an information network
for analyzing trust, polarization, and susceptibility to deceptive content in complex social systems.

1 INTRODUCTION

Protection against foreign information campaigns and the ability to conduct effective information operations
are critical to modern national security. In an era where the information domain can be leveraged as a
battlefield, there is a need to maintain information advantage, defined as “the use, protection, and exploitation
of information to achieve objectives more effectively than enemies and adversaries do" (U.S. Department of
the Army 2023). Achieving and sustaining information advantage requires not only the ability to disseminate
compelling narratives but also to detect, counter, and mitigate adversarial information operations.

Foreign adversaries and non-state actors use information campaigns, which are sustained operations,
to manipulate public perception, destabilize institutions, and degrade military readiness (Starbird et al.
2019; Bradshaw and Howard 2018). These campaigns often exploit cognitive biases, fracture public trust
and shape operational environments before conflicts manifest kinetically (Ng, Lynnette Hui Xian and
Zhou, Wenqi and Carley, Kathleen M 2024). Although case studies of previous disinformation operations
provide valuable information on population-based reactions (Reuter et al. 2019; Tandoc Jr et al. 2020),
the dynamic and adaptive nature of these operations presents a significant challenge for military planners
and policymakers.

Real-world experimentation on populations is ethically and strategically untenable, making simulation-
based approaches a critical alternative for research and operational planning with an added advantage of their
ability to allow for exploration of diverse scenarios, parameters, and numerous trials (Epstein 2008). Recent
advancements in generative AI and agent-based modeling present new opportunities to study information
operations in a controlled and scalable manner. By encoding AI-driven agents with distinct mental schemas,
ideological frames, and cognitive biases, we can simulate how different populations perceive and react to
competing narratives. Framing theory, which explores how individuals process and interpret information
based on preexisting beliefs, provides a robust foundation for modeling adversarial messaging, population
susceptibility, and counter-messaging strategies (Klein et al. 2007). LLM agents have been shown to be
able to produce believable simulations of human interactions in social environments (Park et al. 2023;
Aher et al. 2023), and responses from LLM-based simulations have strong correlations with human subject
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experiments (Filippas et al. 2024). Integrating AI agents into disinformation simulations allows analysts
to test information environment scenarios, evaluate disinformation resilience, and optimize civil-military
engagement strategies.

This paper enables the systematic study of information competition by incorporating cognitive modeling
techniques into Large Language Model (LLM)-based simulations. We use LLM-generated agents to
simulate responses of different demographics towards misinformation. We build on previous work and
use LLM-agents as a proxy to simulate responses from population groups. Through our simulation, we
examine population-based reactions to misinformation, which enables better formulation and targeting of
misinformation-combating strategies.

2 RELATED WORK

2.1 Information Operations

Information operations take many forms, ranging from bot networks amplifying simple messages to
sophisticated, long-running campaigns that take advantage of pre-existing prejudices and biases to infiltrate
online social networks and amplify divisions (Shao et al. 2018; Arif et al. 2018; Rid 2020). Modern
information operations are heavily participatory, in that publics engaging with strategically seeded content
often believe that content to be true or reliable, leading them to amplify it and further spread false or
misleading narratives (Starbird et al. 2019). These “unwitting agents” are key to the spread of influence
campaigns, making the boundaries of any given operation difficult to determine as the impacts of specific
tactics have ripple effects outside of the direct control of strategists (Rid 2020). Moreover, the content of
campaigns often includes a mix of true, false, and misleading content to overwhelm audiences’ ability to
make sense of novel or ambiguous events or information (Bittman 1985; Rid 2020).

In order to better identify and understand information operations, researchers have focused on different
aspects of such operations, which are sometimes bucketed into three primary groups: actors, behaviors, and
content (François 2019). Each of these categories is essential to any given operation, but for the current
paper, we focus primarily on content and actors. One of the primary challenges facing the detection of
strategic content is the difficulty in identifying the boundaries of an operation due to their targeting of
pre-existing divisions within a target population (Bittman 1985; Ellul 1973; Rid 2020). In the process of
targeting these divisions, operations often seek to impersonate or mimic people who fit particular stereotypes
or expectations in order to appear more authentic (Arif et al. 2018). This muddies the distinction between
authentic and inauthentic activity such that detection has to rely on multiple signals simultaneously due to
authentic and inauthentic content being very similar.

This type of participation has become an integral part of modern influence campaigns, as strategists
seek to guide or interrupt audiences as they seek to make sense of novel or ambiguous events (Starbird et al.
2023; Starbird et al. 2025; Prochaska et al. 2025). Recent work has highlighted how different audiences
interpret the same facts differently, allowing online influencers to opportunistically engage with and amplify
strategic content and interpretive frames (which have also been referred to as schemas (Goffman 1974;
Klein et al. 2007)) that align with a specific audience’s expectations (Starbird et al. 2025). We leverage
this work, attempting to simulate members of particular audiences in order to better understand how those
audiences might interpret the same facts differently. In order to do so, we take a broad definition of
misinformation that includes the complex milieu of true, false, and misleading information that audiences
would actually interact with were they to come into contact with an online information operation. Previous
work has identified that common vectors for false or misleading information include unreliable media
outlets and/or misleading headlines and stories (Grinberg et al. 2019) (see also (Bozarth et al. 2020)).
Although campaigns often combine such headlines or stories with other tactics, we focus on this aspect
of a campaign for our simulation as we are focused primarily on testing the ability of models to simulate
diverse audience interpretations of misleading content.
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2.2 Simulation with AI agents

Recent research has made notable strides in using language models as agents to simulate the spread
of information on social systems. Agents constructed from generative AI models can simulate realistic
human-like behavior and social interactions, and can therefore be used for modeling information flow (Park
et al. 2023). For example, LLMs can function as agents to assess the impact of network structure on the
propagation of rumors (Hu, Tianrui and Liakopoulos, Dimitrios and Wei, Xiwen and Marculescu, Radu and
Yadwadkar, Neeraja J 2025). We extend this past work and compare the results of LLM-agents to human
behavior, and incorporate real-world misinformation headlines, finding that LLM-agents can closely align
with human perceptions of misinformation.

Our agent-based modeling approach draws from social cognitive theory, which suggests that the
information processing done by individual humans can be shaped by personal factors, behavioral patterns
and environmental influences (Bandura 2009; Ng and Carley 2022). In fact, individual cognitive differences
can significantly predict susceptibility to fake news (Pennycook and Rand 2019). Building on this literature,
our work incorporates human mental schemas that can affect an individual’s susceptibility to misinformation,
rather than simply focusing on adjusting the model’s behavior through instructions.

Simulating more realistic agent characteristics, such as job titles and personality traits, can show
emergence of news spread and the effect of network topology on information dissemination (Li, Xinyi
and Xu, Yu and Zhang, Yongfeng and Malthouse, Edward C 2024). Social media users exhibit variant
misinformation sharing patterns. Researchers, for example, have shown that personality traits correlate with
a propensity to share false content (Mosleh et al. 2021). To align the human decision-making processes
with real-world misinformation reaction, we build on prior work and simulate mental schemas that vary
based on susceptibility to misinformation.

Further, role-based adjustments in ChatGPT prompts can impact the accuracy of misinformation
detection (Haupt et al. 2024), emphasizing the complexities involved in integrating biases and multiple
perspectives into LLMs. Such experiments help us disentangle these complexities and provide insight into
the nuanced ways in which biases in agent roles affect misinformation detection performance.

Much of the past research that uses LLMs as agents for simulating information spread focuses on
network topology and prompt modifications. Some work indicate that LLMs can be effectively prompted
to simulate diverse human perspectives on political discourse (Li, Lincan and Li, Jiaqi and Chen, Catherine
and Gui, Fred and Yang, Hongjia and Yu, Chenxiao and Wang, Zhengguang and Cai, Jianing and Zhou,
Junlong Aaron and Shen, Bolin and others 2025), which allows the study of polarization dynamics across
ideological spectrums. We bridge a research gap by simulating diverse humans to align LLM-generated
agents with the mental schemas that humans have, an essential factor that is representative of real-world
information environments. To do so, we simulate LLM-agents with mental schemas and professions,
enabling a more interpretable comparison across different sets of headlines and messages.

3 METHODOLOGY

Figure 1 provides an overview of our simulation system. A headline from the Misinfo Reaction Frames
corpus is read by LLM-Agent Personas that are constructed of different professions and mental schemas.
These personas respond to the headline with their belief in the headline, and the likelihood the headline
is a misinformation news. Their responses are compared with the gold labels and human predicted labels
provided by the corpus as well as other agents.

3.1 Agent Personas

To ensure a diverse range of perspectives in our simulation, we designed eight distinct agent personas. We
simulate these personas through LLMs. Each agent persona represents a specific professional background
or a relevant mental schema. The selection of these agents was driven by their potential susceptibility
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Figure 1: Overview of simulating reactions to misinformation by different agent personas.

or targeting in adversarial information campaigns. These personas are divided into two main groups:
professions and mental schemas.

Agent personas based on professions are: (1) military personnel or soldiers, who are frequent targets
of influence campaigns aimed at undermining morale, readiness, or battlefield decision-making (Gallacher,
John D and Barash, Vlad and Howard, Philip N and Kelly, John 2018); college students, a group that
have a historical role in political activism and the early adoption of emerging narratives, and are a key
demographic for grassroots and state-sponsored influence efforts (Levine and Hirsch 1991); (3) retired
persons, representing the group of older adults that are frequently identified in misinformation research as
a group that disproportionately engages and shares misleading content (Brashier and Schacter 2020); (4)
industrial workers to present a blue-collar viewpoint; (5) financial analysts for a contrasting white-collar
viewpoint, allowing how disinformation targeting labor or socioeconomic groups resonate differently.

In addition to profession-based roles, we introduced agent personas based on mental schemas to model
different cognitive responses to misinformation. These schemas are: (1) conspiracy-believer that is highly
receptive to conspiracy narratives and amplify fringe theories into mainstream discourse; (2) conspiracy-
susceptible agent that represents individuals who are not fully embedded in conspiracy thinking but remain
prone to misinformation; (3) normal persons who reads the news as a neutral baseline, allowing us to
assess how an individual with no strong predispositions engages with the misinformation content.

By incorporating this combination of occupational roles and cognitive frames, our agent-based simulation
provides a robust framework for analyzing how different demographics process, propagate, or resist
misinformation. We did not introduce explicit agent bias in prompting and instead relied on implicit model
interpretation. This was a deliberate design choice that could be altered or studied in future work. This
approach enables us to assess not only the effectiveness of disinformation campaigns but also possible
intervention strategies to mitigate their impact in diverse populations. The full details of the prompts used
for creating the agents are available in Appendix 2.

3.2 Misinfo Reaction Frames corpus

We use the Misinfo Reaction Frames corpus to test agent reactions towards misinformation news (Gabriel
et al. 2022). This corpus captures both the factual accuracy of news content and human cognitive responses
to misinformation. The test dataset consists of 2,132 news headlines covering key domains of public
discourse and national security concern, including COVID-19, climate change, and cancer misinformation.
Each headline was fact-checked by researchers and assigned a binary classification as either misinformation
or trustworthy information.

Beyond factual classification, the dataset uniquely incorporates human reaction data, making it partic-
ularly suited for simulating real-world information environments, and therefore our simulation task. Each
headline was evaluated by 63 human annotators recruited via Amazon Mechanical Turk, who provided
annotations on:
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• Perceived veracity – Whether they believed the headline to be real or fake.
• Emotional response – The dominant emotion elicited by the headline (e.g., fear, anger, trust).
• Propensity to share – A Likert-scale rating of how likely they would be to share the headline on

social media.

The cognitive and behavioral characteristics in the dataset that measures the perception of truth,
emotional engagement, and likelihood of amplification, provide critical parameters for building agent-
based simulations of digital influence operations. Unlike traditional misinformation datasets that focus
solely on factual accuracy, this data set allows modeling of how different audiences respond to disinformation
campaigns, which narratives are spread most effectively, and how misinformation resilience varies between
demographic and ideological groups.

By incorporating these human-centered response variables, our simulation can better approximate the
complex social dynamics of digital information warfare than simulations purely based on alignment to gold
labels or probability based susceptibility, offering insights into how adversaries exploit different population
characteristics to spread disinformation.

3.3 LLM-Based Simulation

For each agent persona, we provided a headline from the Misinfo Reaction Frames Corpus dataset. We
asked the agent two questions: (a) if the agent thinks the news headline is real, and (b) to rate the likelihood
of the agent persona to share the information on a 1-5 Likert scale. We compare the results from (a) and
(b) with human annotator predictions and ground truth labels from the original data.

In our experiments, we utilized the LLaMA 3.1 8B Instruct and GPT-4 models and compare the
simulation performance across both models. GPT-4 is a larger reinforcement learning with human feedback
(RLHF) model and LLaMA is a smaller, open-source model suitable for local execution. The two models
represent different scales of model architecture. Both models were run with a temperature setting of zero,
which minimizes randomness in token selection and ensures more deterministic and reproducible outputs.
Temperature controls the level of randomness in the model’s predictions; a value of zero makes the model
choose the highest-probability token at each step, rather than sampling from the full probability distribution.
For GPT-4, a logit bias of 10 was applied to each token in our constrained set of labels. Logit bias allows
us to artificially increase the likelihood of selecting specific tokens by adding a fixed value to their logits
before the final softmax step, effectively steering the model toward those tokens. This adjustment helped
optimize GPT-4’s responses to the simulation task. All prompts are used are shown in Table 2.

4 RESULTS

4.1 GPT Simulation

In our simulations using GPT, we consistently observe an ability of the agents to detect misinformation
across different professional domains. This finding extrapolates to professions that can be assumed to differ
significantly, such as financial workers and industrial workers, or groups such as young college students
and military personnel. However, there were notable differences when agents were prompted with the
various mental schemas, which consist of personas where agents were more susceptible to alternative news
headlines or users that identify with conspiracy theories. As shown in the GPT-Generated Agents heatmap
in Figure 2 there is little agreement (0.53) between agents that were conspiracy and susceptible, and even
less agreement (0.33) between agents that were conspiracy and normal. These observations suggests that
the different mental states affect the difference in response to misinformation more than professions do.

One interesting observation was that prompting GPT as a neutral news reader (normal) leads to the
highest overlap in annotations with human annotators, resulting in the best performance on the task of
identifying misinformation. This suggests that a more neutral, unbiased approach may better align with
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Figure 2: Heatmap of annotation agreement between LLM-generated agents on identifying whether a news
headline constitutes misinformation.

human decision-making processes in misinformation detection and that GPT is relatively well aligned with
human perceptions of misinformation.

Out of the eight GPT generated agent annotators, six outperformed human annotators in identifying
misinformation, achieving over 63% accuracy (Figure 3). However, as shown in Figure 2 under GPT-
Generated Agents, there were significant differences in agreement between agent annotators. In particular,
the conspiracy-driven and susceptible agents demonstrate a stronger tendency to classify misinformation
as true. Interestingly, even among agents who only differed in profession (e.g., financial workers versus
industrial workers), there were notable disagreements in their assessments of information truthfulness.
Although the overall precision of the identification of misinformation was similar, the agreement on
individual data points had a difference of 10% (Figure 2).

4.2 LLaMA Simulation

In contrast to GPT, the simulation using the LLaMA model for agent persona generation exhibited much
greater variance in performance. As with GPT, the neutral news reader (normal) agent yielded the highest
classification performance and most closely mirrored the human annotations. As shown in the LlaMa-
Generated agent heatmap in Figure 3, five of the eight LLaMA agents outperformed human annotators in
identifying misinformation (more than 63% accuracy), although their performance was worse than that of
the GPT agents.

Additionally, the LLaMA agents did not align with human annotations as frequently as GPT agents did,
suggesting that LLaMA’s outputs are less consistent in terms of reflecting human annotation judgment. The
observed variance in responses among the LLaMA agents could be interpreted as a useful representation
of the diversity of perspectives that exist among individuals in the information environment, but additional
fine-tuning should be done in future work to better align agent behavior with human interpretation.

We compare the similarity of the responses of whether the LLM-generated agents think that the input
headline is real in two forms: the LLM-generated agents within each LLM-model, and the LLM-generated
responses against the gold labels and human annotator judgments.

Figure 2 shows the agreement heatmap of LLM-generated agents towards whether a news headline
constitutes misinformation. LLaMA-generated agents exhibit greater variance than GPT-generated agents
outcomes across both professions and mental schemas. Agents assigned different professions exhibited
largely similar interpretations of information (e.g., finance vs college), whereas altering the agents’ mental
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Figure 3: Comparison of LLM-generated agent predictions to gold labels and human annotator judgments.
LLM Model versus gold shows the comparison of each individual LLM-based agent to gold annotations
and GPT vs Pred shows the comparison of each individual LLM-based agent to human predictions.

schemas (e.g. conspiracy vs normal) led to significant variations in their classifications of misinformation
versus real information.

Figure 3 compares the LLM-generated agent predictions to gold labels and human annotator judgments.
The gold labels and human judgments are provided in the original Misinfo Reaction Corpus. GPT-generated
agents align more closely with gold labels than with human annotators and demonstrate higher accuracy
in identifying misinformation. The agents’ similarity to human predictions suggest that GPT-generated
agents can serve as effective proxies to simulate responses to misinformation. On the other hand, while
LLaMA-generated agents effectively identify misinformation based on gold labels, they exhibited limited
alignment with human predictions. Additional tuning might be necessary to enhance their alignment with
human perception, especially when using role prompting to understand responses of diverse perspectives.

4.3 Propensity to Share

Figure 4 compares the Likert scale ratings of the likelihood to share news headlines between GPT-based
agents and human annotators. Although most AI agents show general alignment with human ratings, agents
with significant schema adjustments, such as susceptible and conspiracy agents, exhibit notable deviations,
showing a higher propensity to share information, including misinformation. These agents tend to cluster
their sharing likelihood into common response categories, regardless of the specific headline. This contrasts
with human annotators, whose Likert ratings are more evenly distributed across the scale, though they still
most often choose a medium likelihood rating (i.e., choice three of five). For a more nuanced comparison,
human annotators would need to be categorized using the same schema as the agents to assess whether
agents accurately mimic their representative human counterparts. Nonetheless, when averaging across all
agents and Likert responses, agent behavior appears to resemble overall human patterns.

5 DISCUSSION

Our findings indicate that LLM-simulated agents largely align with both ground truth labels and human-
annotated predictions in their interpretations of misinformation. However, most agent types deviated from
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Figure 4: Bar plot comparing Likert scale ratings of the likelihood to share news headlines, as assessed by
LLM agents and human annotators with 1 being not at all likely and five being extremely likely. Agents
tend to cluster toward the middle of the Likert scale where humans seem to be more evenly distributed.

human norms when it came to sharing behavior. While human annotators exhibited a relatively even
distribution across the Likert scale for likelihood of sharing, simulated agents tended to cluster around
a moderate likelihood. The type of language model used to simulate agents significantly affected the
variance in misinformation labeling and the degree of agreement both among agents and between agents
and humans. Notably, GPT-based agents exhibited lower inter-agent variance and greater alignment with
human judgments, which we interpret as a strength, reflecting the diversity and complexity of real-world
information environments through variance in interpretation while preserving alignment. These results
suggest that LLM-simulated agents can serve as effective proxies for analyzing human responses to
misinformation. Table 1 provides sample responses indicating whether the simulated agent persona judged
a headline as real or as misinformation.

A key finding of our experiments is that an agent’s interpretation of information was more strongly
influenced by mental schemas than by professional background. While responses were relatively consistent
across different professions, significant differences emerged when agents were prompted with varying
cognitive predispositions, such as susceptibility to alternative news sources or belief in conspiracy theories.
In fact, compared to the normal agent persona, the conspiracy and susceptible persona performs worse in
detecting misinformation, showing that pre-existing beliefs can distort a person’s information processing.
This is in line with the phenomenon of confirmation bias or motivated reasoning. This insight underscores the
importance of tailoring misinformation intervention strategies to cognitive and ideological predispositions
rather than professional affiliations. This finding also has practical implications for misinformation mitigation
efforts. Rather than designing interventions that target individuals based on profession, strategies may want
to focus on addressing the underlying cognitive biases that contribute to susceptibility.

From a methodological perspective, our work establishes a pipeline for systematically creating agent
personas and simulating their responses towards misinformation news headlines. This simulation framework
creates a controlled environment that allows isolation of specific cognitive and profession-based charac-
teristics that might affect susceptibility to misinformation. The framework also allows for rapid iteration
and large scale testing across population slices that will be difficult to implement with human studies like
surveys.

1914



Farr, Ng, Prochaska, Cruickshank, and West

Table 1: GPT-Generated Agent responses towards “Do you think this is a real news headline?" question.
bold items means the responses agree with the Gold labels. This table was designed to show examples
where there was large disagreement among agents and is not representative of agent accuracy, as shown
by the conspiracy agent correctly classifying many difficult headlines.

Headline/Agent
Category

Ukrainian
schools will be
closed as
lockdown
measure

AP: Five years
on, Paris
climate accord
working; CO2
emissions
dropped 17%
this year

Siberian Envi-
ronmentalist
Detained for
Poaching
World’s Largest
Sheep

How climate
change could
benefit Russia

CBS: Too
Many ’Thank
You’ Emails
Contribute to
Global
Warming

Gold misinfo misinfo real real misinfo
Predicted real real real misinfo misinfo
College misinfo real misinfo misinfo misinfo
Industrial misinfo real misinfo misinfo misinfo
Financial real real misinfo misinfo misinfo
Retired real real misinfo misinfo misinfo
Military real real misinfo misinfo misinfo
Standard real real misinfo real misinfo
Susceptible real misinfo misinfo real real
Conspiracy misinfo misinfo real real real

Beyond misinformation detection, our approach highlights the potential of LLM-based agent simulations
for studying broader information dynamics. The ability to model and test different personas enables re-
searchers to analyze how different demographic and cognitive groups interact with and propagate information
in digital spaces. This technique could extend to applications such as assessing polarization, trust in media,
and susceptibility to other forms of deceptive content, including deepfakes and AI-generated propaganda.
Further, from a national security perspective, understanding the susceptibility towards misinformation belief
and sharing of population segments (i.e., profession, mental schemas) allows for more precise design of
targeted counter-disinformation efforts such as educational materials. Specific interventions may need to
be tailored towards each mental schema for better effectiveness.

Limitations and Future Work Our study only investigated two LLMs, and while these two models
indicated good alignment with the gold label and human annotations, future work can investigate the
construction of agent personas with different LLMs, even comparing the similarity and differences be-
tween the agent personas constructed from different LLMs. Further, a larger range of professions and
mental schemas can be incorporated into the agent persona construction to showcase a wider diversity of
personas. Nonetheless, this work offers a preliminary investigation into measuring the responses towards
misinformation of different personas and their alignment with human predictions.

6 CONCLUSION

In this study, we constructed multiple agent personas using Large Language Models (LLMs) and evaluated
their responses to misinformation headlines. Our results indicate that LLM-simulated agents can effectively
approximate human decision-making patterns in misinformation detection, with a notable variance in
susceptibility based on cognitive predisposition rather than professional backgrounds.

Our study highlights the value of LLM-based agents as a tool for understanding the mechanisms of
misinformation spread. By simulating diverse personas, researchers can systematically test intervention
strategies, study information propagation dynamics, and assess the effectiveness of counter-misinformation
efforts at scale.
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As the digital information landscape continues to evolve, the ability to simulate complex human-
like responses with multi-agent frameworks presents opportunities to create robust disinformation defense
strategies through a more realistic information environment than was previously possible. Future works
should explore additional model architectures, fine-tuning methods, and real-world behavioral comparisons
to refine accuracy and applicability of these simulations. Integrating LLM-based agent modeling into
misinformation research can provide insights into how misinformation spreads, what populations are
particularly vulnerable to specific messaging types, and how to counteract its effects in an increasingly AI
driven information environment.

A APPENDICES

A.1 Agent Prompts

Table 2 lists the agent prompts used for each profession and mental schema. The design decision was made
to not impose explicit biases in the prompt of profession traits and instead let the agent impose those traits
itself.

Table 2: Referenced agents and their system prompts.

Agent Name System Prompt
Soldier "You are a young enlisted soldier and read the following headline: HEADLINE

Did you believe the headline?""
College Student "You are a politically active college student and read the following headline:

HEADLINE Did you believe the headline?"
Retired "You are an older retired professional and read the following headline: HEAD-

LINE Did you believe the headline?""
Industrial Worker "You are an industrial worker and read the following headline: HEADLINE

Did you believe the headline?"
Financial Analyst "You are a financial analyst and read the following headline: HEADLINE Did

you believe the headline?"
Conspiracy-Believer "You are an individual who believes in many conspiracy theories and read the

following headline: HEADLINE Did you believe the headline?""
Conspiracy-Susceptible "You are someone who is susceptible to conspiracy theories and read the

following headline: HEADLINE Did you believe the headline?""
Standard News Reader "You are a standard news reader and read the following headline: HEADLINE

Did you believe the headline?""
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